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Safety Skill Development Foundation 

DATA PROTECTION POLICY 
 

At Safety Skill Development Foundation, accessible from www.ssdfindia.org, one of our main 

priorities is the privacy of our visitors. This Privacy Policy document contains types of information 

that is collected and recorded by Safety Skill Development Foundation and how we use it. If you 

have additional questions or require more information about our Privacy Policy, do not hesitate to 

contact us at admin@ssdfindia.org. 

 

 

LOG FILES 

 

Safety Skill Development Foundation follows a standard procedure of using log files. These files log 

visitors when they visit websites. All hosting companies do this and a part of hosting services' 

analytics. The information collected by log files include internet protocol (IP) addresses, browser 

type, Internet Service Provider (ISP), date and time stamp, referring/exit pages, and possibly the 

number of clicks. These are not linked to any information that is personally identifiable. The purpose 

of the information is for analyzing trends, administering the site, tracking users' movement on the 

website, and gathering demographic information.  

 

PRIVACY POLICIES 

 

You may consult this list to find the Privacy Policy for each of the advertising partners of Safety Skill 

Development Foundation. Third-party ad servers or ad networks uses technologies like cookies, 

JavaScript, or Web Beacons that are used in their respective advertisements and links that appear on 

Safety Skill Development Foundation, which are sent directly to users' browser. They automatically 

receive your IP address when this occurs. These technologies are used to measure the effectiveness 

of their advertising campaigns and/or to personalize the advertising content that you see on websites 

that you visit. Note that Safety Skill Development Foundation has no access to or control over these 

cookies that are used by third-party advertisers.  

 

THIRD PARTY PRIVACY POLICIES 

 

Safety Skill Development Foundation's Privacy Policy does not apply to other advertisers or 

websites. Thus, we are advising you to consult the respective Privacy Policies of these third-party ad 

servers for more detailed information. It may include their practices and instructions about how to 

opt-out of certain options. You can choose to disable cookies through your individual browser 

options. To know more detailed information about cookie management with specific web browsers, 

it can be found at the browsers' respective websites.  

 

CHILDREN'S INFORMATION 

 

Another part of our priority is adding protection for children while using the internet. We encourage 

parents and guardians to observe, participate in, and/or monitor and guide their online activity. Safety 

Skill Development Foundation does not knowingly collect any Personal Identifiable Information 

from children under the age of 13. If you think that your child provided this kind of information on 

our website, we strongly encourage you to contact us immediately and we will do our best efforts to 

promptly remove such information from our records. 
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Safety Skill Development Foundation 

ONLINE PRIVACY POLICY ONLY 

 

This Privacy Policy applies only to our online activities and is valid for visitors to our website with 

regards to the information that they shared and/or collect in Safety Skill Development Foundation. 

This policy is not applicable to any information collected offline or via channels other than this 

website. By using our website, you hereby consent to our Privacy Policy and agree to its Terms and 

Conditions 

 

POLICY BRIEF & PURPOSE 

Our Company Data Protection Policy refers to our commitment to treat information of employees, 

customers, stakeholders and other interested parties with the utmost care and confidentiality. With 

this policy, we ensure that we gather, store and handle data fairly, transparently and with respect 

towards individual rights. 

SCOPE 

This policy refers to all parties (employees, job candidates, customers, suppliers etc.) who provide 

any amount of information to us. 

WHO IS COVERED UNDER THE DATA PROTECTION POLICY? 

Employees of our company and its subsidiaries must follow this policy. Contractors, consultants, 

partners, and any other external entity are also covered. Generally, our policy refers to anyone we 

collaborate with or acts on our behalf and may need occasional access to data. 

POLICY ELEMENTS 

As part of our operations, we need to obtain and process information. This information includes any 

offline or online data that makes a person identifiable such as names, addresses, usernames and 

passwords, digital footprints, photographs, social security numbers, financial data etc. 

Our company collects this information in a transparent way and only with the full cooperation and 

knowledge of interested parties. Once this information is available to us, the following rules apply. 

Our data will be: 

● Accurate and kept up-to-date 

● Collected fairly and for lawful purposes only 

● Processed by the company within its legal and moral boundaries 

● Protected against any unauthorized or illegal access by internal or external parties 

Our data will not be: 

● Communicated informally 

● Stored for more than a specified amount of time 

● Transferred to organizations, states or countries that do not have adequate data protection 

policies 
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Safety Skill Development Foundation 

● Distributed to any party other than the ones agreed upon by the data's owner (exempting 

legitimate requests from law enforcement authorities) 

In addition to ways of handling the data the company has direct obligations towards people to whom 

the data belongs. Specifically, we must: 

● Let people know which of their data is collected 

● Inform people about how we will process their data 

● Inform people about who has access to their information 

● Have provisions in cases of lost, corrupted, or compromised data 

● Allow people to request that we modify, erase, reduce or correct data contained in our 

databases 

ACTIONS 

To exercise data protection, we are committed to: 

● Restrict and monitor access to sensitive data 

● Develop transparent data collection procedures 

● Train employees in online privacy and security measures 

● Build secure networks to protect online data from cyberattacks 

● Establish clear procedures for reporting privacy breaches or data misuse 

● Include contract clauses or communicate statements on how we handle data 

● Establish data protection practices (document shredding, secure locks, data encryption, 

frequent backups, access authorization etc.) 

Our data protection provisions will appear on our website. 

DISCIPLINARY CONSEQUENCES 

All principles described in this policy must be strictly followed. A breach of data protection 

guidelines will invoke disciplinary and possibly legal action. 

  

Digital_Personal_Data_Protection_Act, _2023 

India-data-protection-overview 
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